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1. Introduction

Depending on their frequency, radio waves can be absorbed by water and biological tissues (Bottomley & Andrew, 1978). They can also be shielded by metals due to the eddy currents. These effects constitute a huge problem for the implementation of radio frequency identification (RFID) systems in real environments.

RFID systems can be classified into three different groups depending on the physics involved: i) inductive coupling; ii) back-scattering; and iii) electrical coupling. Another classification can be done attending to the electromagnetic band used: i) LF (125-134.5 kHz); ii) HF (13.56 MHz); iii) UHF (~900 MHz); and iv) ISM (2.4 GHz). The last three systems (HF, UHF and ISM) require an environment without metals or water to work properly. On the other hand, LF systems are less affected by metals on the surroundings and can penetrate some materials like water, but they cannot work properly through metals due to the shielding or detuning of the electromagnetic signal. These problems could be avoided by reducing the working frequency. However, both LF and HF systems are based on the inductive coupling between tag and reader and this coupling become rapidly inefficient with the frequency reduction.

Some different solutions have been proposed to solve these problems. In this chapter we explain the basics of the inductive coupling method and the detuning and shielding effects due to metals. Additionally, a new system that is able to work at ultra-low frequencies ULF (1-100 kHz) and through a metallic shielding is proposed. Finally we compare the properties of the LF and the new ULF systems.

2. Inductive coupling based systems and metal environments

2.1 Basics on the inductive coupling method

Inductive coupling between two wires appears when the change in the current flow through one wire induces a voltage across the ends of the other wire. See Figure 1.

The reader (or transceiver) powers the tag (or transponder) through an AC electromagnetic field. The reader can also modulate this electromagnetic field to send information to the tag.

Once the tag is powered, it can change the energy it takes from the electromagnetic field. These changes of energy give rise to some other changes in the powering of the reader.
allows the tag to send information. An accurate model of LF systems is given in (EM Microelectronic, 2002). Inductive systems can be modelled as the circuit showed in Figure 2 (EM Microelectronic, 2002).

This circuit allows the accurate calculation of the coupling factor $k$ between reader and tag. It can be done by using the theory of transformers. See (EM Microelectronic, 2002). Here we will not calculate the $k$ factor. We will only analyse the resonance frequency. Both reader and tag must be tuned at the same resonance frequency to maximize $k$. The resonance frequency $f_0$ is given for both circuits by:

\[ f_0^{(\text{Reader})} = \frac{1}{2\pi \sqrt{L_R C_R}} \]  

(1)
As introduced in Figure 2, $L_R$ and $C_R$ are the inductance and the capacitance of the reader, and $L_T$ and $C_T$ those of the tag.

2.2 Influence of metals in radio frequency systems: distortion of the magnetic field, detuning, and shielding

The different effects produced by metals on RFID systems comes from the presence of eddy currents. These effects are: i) distortion of the electromagnetic field; ii) detuning; and iii) shielding. As a result, the readable area is reduced. See Figure 3.

The inductive coupling method is based on the resonance of the antenna-tag circuit. The metal produces a drift of the working frequency. This is the so called detuning effect. A proper design of the system can allow RFID systems to work with metals on the surroundings avoiding this effect. Some different techniques and methods have been proposed. They are based on introducing dielectric gaps in between the metal and the tag, or in the use of magnetic materials like ferrite in the tag. See for example (Dixon et al., 2007), (Dixon et al., 2008) and (Bovelli et al., 2006).

Shielding happens when working through metals. Sometimes it can be avoided by using a set of different antennas. However, if the tag is enclosed in metals it can only work in some particular geometries that include dielectric gaps (Finkenzeller, 2003).

![Fig. 3. Effect of a metal layer on an alternating magnetic field. On the left: the magnetic field produced by a wire in an environment without metals. On the right: the lines of the magnetic field are distorted by a metallic layer.](image)

2.2.1 Distortions of the magnetic field

From Maxwell’s equations and the appropriate boundary conditions, it is obtained that only normal electric fields to the surface and tangential components of the magnetic field are...
allowed in the surface of a perfect conductor. A metal is not a perfect conductor but it still produces a deformation of the magnetic field close to its surface. For mathematical details see (Balanis, 1997).

In addition, eddy currents appear in any conductive material in the presence of an AC electromagnetic field. These currents create a magnetic field perpendicular to the surface of the conductor.

As a result of these effects, a common planar RFID tag cannot work when it is in close contact to the surface of a metal. An appropriate design of the RFID system must be done to allow the tag to work close to metallic objects.

In (Dobkin & Weigand, 2005) it is shown a study on the read range of HF RFID tags as a function of the length of the gap between tag and a metal or water. This is not so critical in LF systems, but it still can cause some problems.

2.2.2 Detuning

Detuning happens due to eddy currents which produce a magnetic field perpendicular to the metal layer. This field opposes the original magnetic field applied. When metals are in between the reader and the tag or in the surroundings, they can be modelled as an additional parallel inductance, $L_M$, on the circuit of the tag (Hoeft & Hofstra, 1988).

$$f_1 = \frac{1}{2\pi \sqrt{L_{Teff} C_T}}$$

$$(3)$$

$L_{Teff}$ is the effective inductance:

$$L_{Teff} = \frac{L_T L_M}{L_T + L_M}$$

$$(4)$$

The effect is usually a reduction of the total inductance (Bowler & Huang 2005). It increases the working resonance frequency $f_{res}$. Metals can also introduce a parasitic capacitance.
These parasitic impedances cause the detuning of the system since the resonance frequency of the reader and that of the tag are different. It hinders the tag from being properly powered. If the metallic material is placed close to the reader, the impedance of the reader also changes. It can be used to measure the conductivity of materials through eddy currents (Bowler & Huang 2005). In RFID this effect also produces the detuning of the system.

2.2.3 Shielding and power loss

Shielding is also due to eddy currents. They allow the metal to absorb RF energy reducing the effectiveness of a RFID system. If an electromagnetic wave propagates through a metal a distance $t$, its amplitude $B_0$ is exponentially reduced according to the Skin's formula:

$$B'_0 = B_0 e^{-\frac{t}{\delta}}$$

(5)

$B'_0$ is the amplitude of the magnetic field after having covered the distance $t$ through the metal. The parameter $\delta$ is the penetration depth. This is the distance in which the amplitude of the magnetic field is reduced a factor $e$. For a good conductor, $\delta$ is given by:

$$\delta = \sqrt{\frac{2}{\mu_0 \sigma \omega}}$$

(6)

$\mu$ is the permeability of the metal, $\sigma$ its conductivity and $\omega$ the angular frequency of the electromagnetic field. Figure 5 shows the penetration depth $\delta$ for different metals.

Fig. 5. Penetration depth versus frequency for different materials. $\mu \sim \mu_0$. The conductivity is 1.51 MS/m for stainless steel, 35.40 MS/m for aluminium and 58.00 MS/m for copper. Data from (Lide, 2009) and (Bowler & Huang, 2005)
Even if the detuning problems are avoided, the tag of a LF RFID system will only receive a fraction of the total energy without shielding. This is due to the reduction of the intensity of the magnetic field. Eddy currents and their related effects are explained in detail in (Ida & Bastos, 1997). Being $H_0$ the amplitude of the applied magnetic field when reaching the surface of the metal, the average power loss per unit volume in the metal due to eddy currents is:

$$p = \frac{1}{24} \sigma \omega^2 t_s^2 \mu_s^2 H_0^2$$

(7)

Inductive coupling-based systems can work through metals only with thicknesses below the penetration depth approximately. Thicker layers completely shield the tag. For example, attending to Figure 5 it can be roughly concluded that LF RFID systems cannot work through any aluminium layer thicker than 0.25 mm.

3. RFID through metals: ultra-low frequency ULF system

In this section we explain the new ULF RFID system. It is able to work in metallic noncleaned surroundings and even through metals. This is achieved by operating at ultra-low frequencies (1-100 kHz). In the ULF range, inductive coupling cannot be used due to: i) the loss of the efficiency – in the inductive coupling it decreases squarely with the frequency; ii) detuning problems; and iii) the high inductance and capacitance values needed to produce the resonance of the circuit. Instead, the capability of work at such low frequencies in a non-resonant system is achieved by measuring the change of the magnetization of a magnetic core integrated in the tag.

3.1 System description

The main idea is to measure changes on the magnetization of a magnetic material included in the tag. The ultra low-frequency RFID system is formed by three different elements:

1. An antenna to produce an ultra low frequency magnetic field
2. A tag with a soft magnetic core and a winding around it.
3. A reader to detect any change on the magnetization of the tag.

The antenna produces an AC magnetic field that magnetizes the tag. The antenna must provide an area to place the reader without being magnetically saturated. This objective can be achieved by using different geometrical coil arrangements.

The tag has a low resistance winding around the magnetic core. When this winding is in open-circuit configuration, the magnetic field produced by the antenna magnetizes the magnetic material in the tag. At the same time in the winding it is induced an electromotive force (e.m.f.) able to feed a microcontroller. On the other hand, when the winding is in short-circuit configuration, a current is induced in it. This current avoids the magnetization of the magnetic core. The micro-controller located in the tag can send information by opening and short-circuiting the winding. It produces some changes in the magnetization of the core that are easy to detect with a magnetic sensor.

The reader is a fluxgate in which a double demodulation in-phase technique is performed (Aroca et al., 1995). In the inductive systems, both the reception coil and tag must have large cross section areas and high turn number to work at low frequencies. An effective way to reduce the size of the antenna without losing effective cross section is to use soft-magnetic cores. This is one of the basics of the fluxgate magnetic sensors. Due to its magnetic core, the
magnetic flux in a 3 cm$^3$ fluxgate sensor is equivalent to a 10 m$^2$ cross section antenna for a 1kHz AC magnetic field.

![Block diagram of the new ULF RFID system.](image)

This system has been completely fabricated and tested in the laboratory (Ciudad et al., 2004) (Ciudad Rio-Perez et al., 2008). Different geometrical arrangements for the antennas have successfully been used. In addition, a theoretical model to develop the new RFID system for a particular application has been developed.

### 3.2 Fabrication

#### 3.2.1 Tag

The tag is formed by three different elements: i) a soft-magnetic core; ii) a low-resistance winding; and iii) the electronics to send information.

Regarding their industrial production, the tags must be plastic or printed circuit board (PCB)-based and the magnetic material should be obtained by electrodeposition. We have done a PCB-based tag. Its dimensions are 5.5 cm x 8.5 cm x 1mm, like in a common credit card. The tag is fabricated by joining two PCBs. These PCBs have some copper tracks in one of their faces (Figure 7.A) and the magnetic material on the other (Figure 7.C). Both PCBs are joined with the magnetic material in the inner faces. The copper lines are soldered forming a winding all around the magnetic material (Figure 7.D). In our prototype the winding has 55 turns in the longitudinal direction.
Magnetic core

We have electrodeposited CoP multilayers to fabricate the magnetic core of the tag. These multilayers are particularly useful due to their low coercivity and high permeability. CoP monolayers exhibit perpendicular to plane magnetic anisotropy. It means that the material is difficulty magnetized in plane. However, Co$_{x}$P$_{1-x}$ multilayered films with different composition within the span (0.74$<$x$<$0.86) show soft magnetic properties: i) in-plane magnetic anisotropy; ii) low coercivity; and iii) high permeability (Perez et al., 2000).

The total thickness of the multialayer was 40 $\mu$m. It is formed by the stacking (Co$_{0.74}$P$_{0.26}$/Co$_{0.83}$P$_{0.17}$)$_N$ bilayers with each layer of 20nm. This two compositions were selected in order to have amorphous alloys covering all the substrate (Ciudad Rio-Perez et al., 2008).

Electronics of the tag

In a first approach, the electronics of the tag was designed in two different modules: one for powering and another for communications. See Figure 8. The module for powering is an
analog multiplier circuit. Some different capacitors are charged due to the induced e.m.f in the winding of the tag. The module for communications is formed by a microcontroller that provides control signals ($0/1$) to the gate of a MOSFET. This MOSFET acts like a switch to open and short-circuit the winding. The communication module is also similar to an analog multiplier circuit in which some capacitors have been removed in order to improve the response time. As microcontroller we have used a PIC16LF84A from MicroChip. It can be powered by only 2V and it can work with only 15 $\mu$A.

The inductive coupling-based RFID systems use to include a Zener diode 5V6 to protect the circuit of the tag from high voltages when approaching it to the antenna. In our case, this protection is not needed because the voltage is limited by the capacitors. In a later stage, we simplified these circuits by unifying both modules as shown in Figure 9.

3.2.2 Reader
The reader is a tuneable magnetic field sensor. It detects the change in the magnetization of the tag due to the switching of the winding. The magnetic sensor must be tuned at the
The best option is to use a fluxgate and the double demodulation in phase technique (Aroca et al., 1995).

**Fluxgate**

A fluxgate is formed by a soft magnetic core and two different windings. The primary or excitation winding generates a magnetic field able to saturate periodically in both polarities the magnetic core. In the secondary or pickup winding is induced an e.m.f. The amplitude of the second harmonic of the e.m.f. in the secondary winding is proportional to any external magnetic field. The sensitivity of the fluxgates spans in the range $10^{-10}$ to $10^4$ T. A good introduction to fluxgate sensors can be found in (Ripka, 2001).

We have used two different fluxgates. A common one described in (Aroca et al., 1995) and a planar one described in (Perez et al., 2004). The last one is particularly interesting because it is fabricated in PCB technology and its magnetic core is electrodeposited.

**Double demodulation in phase**

Figure 6 shows the demodulation technique used in the RFID system. All signals for excitation and sensing are obtained from the same frequency source. The primary winding is excited by an AC current with frequency $f$. A first lock-in amplifier is used to select the second harmonic of the signal induced in the secondary winding of the fluxgate sensor (frequency $2f$). The time constant must be carefully selected so that the amplitude of the second harmonic, as well as any change due to the presence of the tag in the surroundings, can be measured.

If the tag is magnetized with frequency $f_m$ ($f_m<<f$) by the applied magnetic field, the amplitude of the signal after the first lock-in amplifier is modulated at this frequency. A second lock-in is used to demodulate the output signal of the first lock-in amplifier. The reference frequency for the second one is $f_m$.

**3.2.3 Antenna**

It produces the AC magnetic field to power the tag and magnetize the magnetic material in it. The antenna must also provide of an area in which the magnetic field is compensated. This area is needed to place the reader avoiding its magnetic saturations due to the applied magnetic field. Different antennas can be designed. We have successfully proved two different geometrical arrangements.

**Antenna for a standard fluxgate**

The first design of the antenna was a Helmholtz pair of coils with both coils connected in opposition. Figure 10. The fluxgate is placed centred in between the two coils. In this area the magnetic field is zero. We have used a standard fluxgate with a 12 kHz excitation signal. Applying an AC magnetic field of only 1 gauss of amplitude and 1.9 kHz of frequency, the reader is able to detect the signal of the tag even through an aluminium folder and in close contact to the tag and with a thickness up to 0.2 mm.

The magnetic field as a function of the distance for this antenna is given in (Ciudad et al., 2004).

**Antenna for a planar-type fluxgate**

The antenna for the planar fluxgate is also planar. Figure 10. This antenna can be fabricated in PCB technology. It is formed by two spiral and planar windings. They are connected to
compensate the magnetic field they produce in the area in between them. This is the place to fix the fluxgate. Both windings have been done using a copper fill of 1 mm of diameter. Each spiral has 25 turns. The inner radius is 3.5 cm and the outer one 7.5 cm. The distance in between their centres is 18 cm. The magnetic field produced by this antenna as a function of the distance is given in (Ciudad Rio-Perez et al., 2008).

This RFID system works with an AC magnetic field of only 5 gauss of amplitude and 6 kHz of frequency.

3.3 Experimental testing

The system has been tested for the different fluxgates and antennas. It can work through metals at very low frequencies down to the 1 kHz order. This is two orders of magnitude bellow the working frequency of the inductive coupling-based systems.

Some of the signals produced in the different parts of the system are shown bellow. They have been taken from the system with planar fluxgate and antenna.

Figure 11 shows the voltage at the winding of the tag. Zero voltage is obtained when the microcontroller short-circuits the winding.

The output signal from the first lock-in amplifier is shown in Figure 12. This signal is proportional to the amplitude of the second harmonic of the induced e.m.f. in the pickup winding of the fluxgate. The amplitude of the second harmonic changes with frequency $f_m$ due to the presence of the tag. In addition, this AC signal is modulated due to the change of the magnetization of the magnetic material when the microcontroller opens and shortcircuits the winding. Therefore, the low frequency modulation is produced by the switching of the winding of the tag. Compare Figures 11 and 12.
Fig. 11. Signal in the winding of the tag.

Fig. 12. Signal in the reader after the demodulation in the first lock-in amplifier.

Figure 13 shows the signal after the second lock-in amplifier. It has the same frequency that the signal produced by the microchip in the tag. It means that a signal with the same frequency that the produced in the PIC of the tag has successfully obtained in the reader.

Fig. 13. Signal in the reader after the demodulation in the second lock-in amplifier.

These graphs (Figures 11, 12 and 13) clearly show that the microcontroller in the tag can be powered by a low frequency magnetic field and it can send information. They also show that the fluxgate with the second in-phase demodulation has successfully used as a reader.

3.4 Theoretical model

In (Ciudad Rio-Perez et al., 2008) it is given an accurate model to calculate the distance limitation of the ULF RFID system for a particular application. The model is also compared
with experimental data. This distance limitation can be due to failures in the detection or in powering the tag.

3.4.1 Detection of the tag: minimum sensitivity of the reader (fluxgate sensor).
The magnetic field in the tag position $H_{ex}$ is assumed to be sinusoidal with amplitude $H_0$ and angular frequency $\omega$:

$$H_{ex} = H_0 e^{j\omega t} \quad (5)$$

The magnetic flux through the tag and the induced e.m.f. in the winding are easily calculated. See (Ciudad Rio-Perez et al., 2008) for a detailed deduction. This e.m.f. is used to charge the capacitors that power the microcontroller. When the PIC in the tag short-circuits the winding, the induced e.m.f. gives rise to the flow of a current through the winding. This current causes a magnetic field. The total magnetic field ($H_R$) that magnetizes the magnetic core of the tag is the addition of the magnetic fields produced by the antenna ($H_{ex}$) and the winding ($H_{tag}$). The total magnetic field is:

$$H_R = \left(1 - \frac{1}{R} \frac{L}{j\omega L}\right) H_{ex} \quad (6)$$

$R$ is the resistance of the winding of the tag and $L$ its inductance. When the microcontroller opens the winding, $R=\infty$ and the magnetization of the magnetic core of the tag is given by:

$$M_{open} = \chi H_{ex} \quad (7)$$

$\chi$ is the magnetic susceptibility of the magnetic core. However, when this winding is shortcircuited, the magnetic core is not magnetized because $R=0$ and then $H_R=0$. Therefore, being $V$ the volume of the magnetic core, the change in the magnetic moment of the tag is given by:

$$\Delta m = \chi H_{ex} V \quad (8)$$

If a shielding layer of thickness $t_s$, conductivity $\sigma$ and magnetic permeability $\mu_S$ is placed between the excitation system and the tag, the magnetic field is attenuated according the Skin’s formula (5):

$$\Delta m = \chi H_{ex} V e^{-\frac{t_s}{\sqrt{\frac{R_{sys}}{\sigma \mu_S}}}} \quad (9)$$

The tag is supposed to behave like a magnetic dipole. It implies that the magnetic field produced by the tag is reduced with the cube of the distance to the tag. This behaviour has been experimentally checked. See Figure 13.

The change of the magnetic field $\Delta H_{tag}$ when opening and short-circuiting the winding, at a distance $r_1$ along its axis and at the other side of the shielding wall, is given by:
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Fig. 13. Change of the signal in the pickup winding of the fluxgate $V_{\text{fluxgate}}$ when opening and short-circuiting the winding of the tag as a function of the distance between the tag and the fluxgate. Notice that $V_{\text{fluxgate}} \propto \Delta H_{\text{tag}}$. The relation $V_{\text{fluxgate}}^{-1} \propto d_{\text{tag-fluxgate}}^3$ is characteristic of the dipolar behaviour.

$$\Delta H_{\text{tag}} = e^{-1/2 \left( \frac{\mu_0 \sigma_0}{2} \right)} \frac{\Delta m}{2 \pi r^3} = \chi x e V \frac{1}{2 \pi r^3} e^{-\frac{1}{2} \left( \frac{\mu_0 \sigma_0}{2} \right)}$$

(10)

This expression gives the minimum sensitivity of the fluxgate sensor that is needed in order to detect the tag at a distance $r_1$ and through the shielding. This expression is in good accordance with our experimental measurements (Ciudad Rio-Perez et al., 2008).

3.4.2 Powering of the tag

Using any low-power microcontroller like a PIC16F84 from Microchip (working parameters: $\varepsilon = 2$ V and $I = 15 \mu$A at 32 kHz), the main limitation of the system is the maximum distance at which the induced e.m.f. in the tag is able to power its electronics. The r.m.s. value of the e.m.f. in the tag is given by:

$$\varepsilon_m = \rho \ln S \frac{H_0}{\sqrt{2}} e^{-\frac{1}{2} \left( \frac{\mu_0 \sigma_0}{2} \right)}$$

(11)

Formula (11) is in good accordance with the experimental values (Ciudad Rio-Perez et al., 2008). This simple model allows a proper design of the new RFID system for a particular application. Any particular arrangement of metals can be modeled by using an effective theoretical shielding.
4. Conclusions

Inductive coupling-based systems show different problems to work in the presence of metals. The low frequency (LF) systems can work with metals in the surroundings. However, they only can work through metals in some particular circumstances and designs. The different problems arising from metal non-cleaned surroundings have been showed in section 2. All these problems could be avoided if the working frequency is reduced. However, the inductive coupling becomes inefficient quickly.

We have developed and experimentally tested a new system to work through metals. It is shown in Section 3. It works at ultra low frequencies (1 - 100 kHz) and through metals. The new RFID system works without any resonant circuit. It is based on measuring changes of the magnetization of a magnetic core included in the tag. Different geometrical arrangements for the antenna and the reader have been designed. This is of importance since the magnetic fields produced by these antennas have different directions in the position of the tag. The characteristics of the antennas can be checked in (Ciudad et al., 2004) and (Ciudad Rio- Perez et al., 2008). A combination of those antennas will allow to avoid any directional problem. In addition, we give a theoretical model of the system. It allows a better design of the system for any particular application.

In section 3.4 it is explained a theoretical model of the system. According to this model and our experimental data, the work distance is bellow 0.4 m for a typical antenna and low intensity magnetic fields. The system has demonstrated to be able to work through aluminium layers with thicknesses up to 0.2 mm and in close contact to the tag.

Table 1 summarizes the characteristics of LF and ULF systems. The comments are relative to the different RFID systems. Some similar tables for other RFID systems can be found in (Wilding & Delgado, 2004) and references therein.
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Physical principle | ULF System | LF Systems
---|---|---
Work frequency | 1 kHz-100 kHz | 125-134 kHz
Range | <0.4m (non-resonant configuration) | <1m
Size issues | Small size (due to the use of fluxgates) | Large size
Data transfer rate | Very slow | Slow
Metals: in the surroundings | No problem | No problem (some design issues)
Metals: wrapping the tag | No problem. Distance range reduced | Only under very particular circumstances
Price: Antenna | High | High
Price: Tag | High (since it contains magnetic material) | Low
Sensors | The tag can power sensors connected to it as well as send the measurements. | Sensors cannot be powered by the RFID system
Applications | Any system having problems with metals and no high data transfer ratio requirements. | Animal tracking. Item tracking. Product indentification. Car key.

Table 1. Comparison of the characteristics of LF and ULF systems.
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