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1. Introduction

The adoption of Radio Frequency Identification Technology (RFID) is giving rise to major improvements for consumer goods manufacturers. RFID technology offers a huge spectrum of applications, through increased flexibility, transparency, and performance in supply chain management and warehouse execution systems. As a result of the expansion, marketing research companies have invaded the consumer market by predicting million-dollar investment, and unrealistic applications for today. They have caused attention to focus upon consumer privacy concerns that have reduced the adoption of the technology. Managers of large companies are encouraged to block out the hype and exploit the technology for its ability to increase return on investment in the supply chain.

RFID can be thought of as \textit{Smart Labels} or \textit{Silent Commerce}. RFID are the new-generation computer tags attached to an item and containing full product information which, when activated, transmit information to an RFID reader as the customer leaves the store with the product (Turban et al., 2006). This technology is most likely to replace the standard barcode in supermarkets and department stores (Turban et al., 2006, p.294) if the adoption process follows the standardized model suggested in Rogers (1995) and the adoption rate reaches 100\% or close to 100\%. The demand for RFID has been increasing over the past few years. The hype in the market-place and in some consumer circles suggesting everything will be tracked is rapidly becoming a reality.

This chapter examines the perceptions of RFID among Australian RFID suppliers/integrators, and the role and importance that perceptions play in the actual adoption process. As the Chicago School of Sociology often proclaimed, perceptions are ‘real in their consequences’ (Thomas and Znaniecki, 1927, p.8, cited in Rogers, 1995, p.209). This project also examines how integrators’ perceptions can act upon present expectations of RFID technology. An understanding of what leading integrators think at this moment may benefit vendors and others to create applications that will eventually secure more
widespread acceptance. The research study discussed in this chapter was undertaken using qualitative data collection methods, i.e. personal interviews with a sample of leading RFID suppliers/integrators located in Australia.

2. Theoretical framework

This theoretical framework examines issues pertaining to adoption and barriers to adoption of RFID technology and related perception issues. Questions posed to the respondents in the research study were derived from Thomas Ehrmann’s Business Model theory and are now used to analyze the perceptions of industry managers regarding RFID adoption.

Two other theories are used. Firstly, we use Efraim Turban’s theory (Turban et al., 2002; 2006) about how companies can adopt a systematic approach to discover their Electronic Commerce (EC) opportunities in the market-place. Secondly, we refer to Everett Rogers’ (1995) adoption theory which deals with the process through which an individual or other decision maker unit passes from first knowledge of an innovation, to a decision to adopt or reject, and then finally (if the innovation is not rejected) to implementation of the new idea.

According to Ehrmann (in Jones, 2003), the following outlines the ‘Appraisal of a Business Model’ theory: The way to appraise a business model or proposition is to evaluate each of the following: value proposition, innovation, content, structure, and governance.

2.1 Value proposition

According to Ehrmann (in Jones, 2003, p.720), ‘value proposition’ asks customers what value does the product have on the entire supply chain? This, in turn, focuses upon the business idea, economic role, and the value that the product yields to the customer. Integration is another component of value, i.e. how successfully can the product integrate with new systems?

Turban et al. (2006, p.596) suggest that companies may be ‘Market-Driven’, waiting to observe what the competitors in their industry are doing. ‘When one or more competitors starts [sic] to use EC, and it seems that they are doing well, it is time to follow suit’ (Turban et al., 2002, p.691). This can be linked to Rogers’ theory of Diffusion of Innovations (see Rogers, 1995) which suggests that, at an awareness stage, ‘the individual is exposed to the innovation but lacks complete information about it’ (CIA Advertising, 1998). In terms of Rogers’ (1995) diffusion model with RFID in Australia we already have ‘innovators’ and ‘early adopters’ using, or at least trialing, the technology in primarily niche applications. However, we have not yet reached ‘critical mass’ (Rogers, 1995, pp.313-330). The ‘early majority’, ‘late majority’ and ‘laggards’ are all yet to come on board. Critical mass is especially vital in what Rogers (1995, p.313) terms ‘interactive innovations’, i.e. innovations, such as the Internet and Facebook, where each new user increases the benefits of adoption for all past users (by giving them access to more people) and also for all future users. RFID is essentially interactive since the system will clearly work best when all suppliers and all customer companies (other than end-consumers) own both readers and tags. In order to evaluate the RFID industry in this chapter, the questions posed to interview respondents in the research study are interpreted within the context of the Ehrmann Business model, as well as Rogers’ (1995) theory.

2.2 Innovation

According to Ehrmann (Jones, 2003, p.720), the process of ‘innovation’ is defined as reducing costs of producing or offering existing goods or services through a business
channel. Innovation deals with cost savings, and the consequent advantages these savings bestow upon the innovating firm relative to its competitors. As Rogers (1995, pp.413-414) makes clear, innovators and early adopters of a technology, such as the Iowa hybrid wheat farmers in the classic early diffusion study by Ryan and Gross (1943), typically reap windfall profits that are denied to more risk-averse later adopters. Innovation in the business model also considers production costs, and the market structures that are developed to support the product. This can be linked to Rogers’ (1995) theory which suggests that, at the interest or information stage, ‘the individual becomes interested in the new idea and seeks additional information about it’ (CIA Advertising, 1998). Turban et al. (2006, p.596) suggest that innovation may be ‘Problem-driven’, i.e. ‘Organizations have a problem such as inventory delays and deliveries. EC applications may be attempted in order to solve the problem’ (Turban et al., 2002, p.691). Turban et al. (2002) also argue that much innovation occurs simply because organizations are fear and/or greed driven: ‘Companies are either so scared that they are afraid that if they do not practice EC they will be big losers, or they think that they can make lots of money going EC’ (Turban et al., 2002, p.691). Fear and greed are not specifically recognized in the Rogers’ model but are consistent with Rogers’ (1995) key argument that adoption of innovations is largely a social and psychological process. For her part, ethicist of new technology Cynthia K. West (2001, pp.124, 128) notes that fear of loss has been the major selling point used by retailers of biometric face, finger, and retina surveillance and identification technologies.

Rogers’ (1995, Figure 7.2, p.262) theory views ‘early adopters’ as a group which comprises 13.5 percent of the total population. This group is comprised of highly educated and wealthy innovators who are highly visible and respected among their peers (Rogers, 1995, p.269). Early adopters play a key role in the adoption process for new technology, influencing very strongly the times when an innovation will be adopted by others. This category contains most of the ‘opinion-leaders’ who, largely through word-of-mouth among peer networks, extol the benefits of new technology to their less well-connected and influential peers (Rogers, 1995, p.264). Although Walmart, Gillette, and the United States of America (USA) Department of Defense are clearly innovators or early adopters of RFID they may be less able to function as opinion-leaders, hence slowing the rate of growth of the technology. Small businesses, foreign businesses, and those dealing in niche and/or luxury products may not necessarily have strong contacts at Walmart or be influenced significantly by what Walmart does. The same comment applies to Woolworths and Coles in Australia. Early adopters in the manufacturing and technology sector have developed new methods to add RFID as a cost effective method. For example, a Motorola sponsored White Paper by IDC revealed that there has been a steady adoption of RFID technology. The highest rates of adoption are by: educational organizations (36%), followed by transport and logistics companies (33%) and then utilities (26%) (Motorola, 2010).

2.3 Content

According to Ehrmann (Jones, 2003, p.720), ‘content’ in the appraisal of business models refers to the goods and information that are being exchanged. This business model looks upon the individual capabilities required to enable exchanges in the supply chain. Content evaluates the information that is being exchanged in the supply chain, and examines new products. We can also reference Turban et al. (2002, p.691) where they state that ‘[t]echnology exists and the company is trying to use it. In doing so, the company may find
problems that no one knew existed’. When this occurs people may modify or stop using the technology. Rogers (1995, p.320) explains that, just as critical mass is added quickly, it can also rapidly fall away as people abandon an innovation in droves.

2.4 Structure
According to Ehrmann (Jones, 2003, p.720), ‘structure’ refers to the actors that are linked in the value chain. The structure model analyzes customers at both ends of the business. Structure refers to the underlying partners, and focuses on a specific network rather than dealing with the entire value chain. Turban et al. (2006, p.596) state that companies are frequently ‘Problem-driven’. If the problem is to reduce inventory errors, then the advantage of RFID is in the accurate tracking of information. Rogers’ (1995) theory suggests that adoption goes through a trial stage, as ‘the individual makes full use of the innovation’ (CIA Advertising, 1998). Many companies are presently adopting, trialing, or considering adopting or trialing, RFID technology in the supply chain.

2.5 Governance
Ehrmann (Jones, 2003, p.720) mentions ‘Governance’ which deals with the way in which exchanges are executed. The model looks at property rights that are allocated between parties to the transaction. Also, governance deals with the set-up of market roles, operations, and strategic tasks. The commercial RFID literature has repeatedly viewed RFID in the context of consumer privacy issues. Rogers (1995, chap.11) agrees that not all innovations are socially desirable. He cites the examples of missionaries introducing the steel ax into an Australian aboriginal tribe (which undermined the entire traditional social structure of the tribe and lessened respect for elders) and the introduction of snowmobiles amongst Finnish Lap communities. Rogers (1995, chap.3) warns against the ‘pro-innovation’ bias of many diffusion scholars and the many profit-fixated corporations who sponsor diffusion studies. The consequences of adopting an innovation remain an under-researched area in diffusion studies. Furthermore, Rogers (1995, p.412) explains that consequences can be desirable or undesirable, direct or indirect, and anticipated or unanticipated. In similar vein, West (2001, p.140, emphasis added) puts forward the view that ‘[a] discussion of values and ethics is needed both within the information technology industry as well as in the communities in which they [the technologies] are deployed’.

3. Research study method
The interview dialogues for our research study are presented below. Questions were posed to each research study participant based upon Ehrmann’s Appraisal of Business Model theory. Respondents were asked to express their perceptions of the RFID industry as it presently stands.

For this research study, the first-mentioned author contacted leading suppliers/integrators working for organizations which were (at the time of the initial contact) leading integrators of RFID technology within Australia. Respondents were selected by purposeful sampling rather than by random sampling. A semi-structured interview approach was used as the data collection method. A pre-prepared list of 14 interview questions was first e-mailed to all respondents. The actual interviews were all conducted by telephone because the interviewer was based in Perth whereas the respondents were based in Sydney, Brisbane,
and Melbourne. Length of interviews ranged from 30 minutes to 80 minutes. No tape-recorder was used. However, the interviewer took detailed shorthand notes. On the evening of each interview, the interviewer summarized responses and noted key themes that were emerging from the data. The first-mentioned author has 15 years of experience with RFID systems, including many years selling RFID systems for Paxar Canada to leading early adopters such as Walmart. Because of his industry experience, he was in a position to both carefully select the interviewees for the study and ask questions that were relevant and prescient from the practical industry perspective.

The 14 questions, sent to the interviewees in advance, were designed to meet the following objectives:

- Document the selected RFID integrator’s perception on each issue; and
- Evaluate responses within the context of the RFID academic and commercial literature.

The five (5) interviewees were guaranteed strict confidentiality. Although interviews were conducted between July and December of 2004, informal conversations in late 2006 between the first-mentioned author and each of the interviewees confirmed that their views on the state of the RFID industry in Australia had not changed significantly between 2004 and 2006. None of the interviewees elected to modify, delete, or add to their original set of responses. Interviewees are denoted (A), (B), (C), (D), and (E) in the following Results section. We specifically incorporate new comments and references to bring our analysis up-to-date whilst still relying on our original results where they remain applicable.

### 4. Results for interviews

The respondents were provided with an opening vignette which appeared in the initial e-mail sent to the respondents above the list of interview questions. The vignette is as follows: ‘RFID (Radio frequency identification) can be thought of as Smart Labels or Silent Commerce. The demand for RFID has increased over the past few years. The hype in the industry (that “everything will be tracked”) is fast becoming a reality. At one end of the spectrum, RFID is viewed as a tracking and security device for enterprise application. At the other extreme, RFID is viewed as a true technological wonder that is going to transform the way that businesses will operate.’

In response to the 1st question ‘What economic value will RFID Tags have on the business chain?’ respondent (A) answers that economic value in the supply chain ‘will amount to US$10 to US$100 million within 4 years [i.e. in Australia].’ (E) provides the longest response but he does not attempt to put a value on supply chain savings. He notes that ‘[i]t will have a big value. It will stop fraud and authenticate drugs, perfume and electronic goods. Read and write tags will make it database independent. Therefore, the cost of goods should come down in the supply chain’. (B) notes that a major positive feature of the technology, as compared to barcodes, is that ‘[a]ssuming enough read ranges, goods can be moved within the logistics without line of sight’. Barcodes are limited in that they cannot be read at a faster rate than 1 every 2 or 2.5 seconds. By contrast, an RFID reader reading 100 RFID tags per second is certainly possible. We conclude that the respondents have a realistic view of the impact of RFID on the supply chain, which can be compared to the more optimistic view (or ‘hype’) which has been frequently expressed within the commercial literature. For example, AIM Industry analyst firms predicted in 2003 that RFID would become a US$3 billion market globally by 2008 (AIM –RFID Connections, 2003). Recent research from IDTechEx reports that ‘the next 10 years will see a rapid gain in market share of mainstream printed
and chipless RFID tags, and that the numbers sold globally will rise from 40 million in 2009 to 624 billion in 2019 (Das and Harrop, 2010). ABI Research sees continuing strong growth potential in RFID markets worldwide and forecasts a total market size of about US$4.6 billion by the end of this year for RFID systems (hardware, software, and services) (ABI, 2010).

In response to the 2nd question ‘What economic value will Smart Labels have on the consumer?’ (A) notes that ‘[i]n the supply chain 30% of the savings will pass on to the consumers. The rest will … [flow through as] stock and dividend profits which will be shared with consumers’. (C) comments that RFID will create ‘[m]ore choices for consumers. Easier to shop and locate products in store setting. Provide authentication of genuine goods.’ In similar vein, (D) indicates that consumers will benefit from ‘high security infrastructure, tracking the history of products’. (E) agrees, also emphasizing that RFID will ensure that ‘[p]roducts are not copies’, i.e. there is ‘an authentication guarantee’. Early implementations were lacking in several respects, and the technology influenced privacy advocates. Large-scale implementations stalled as a result of user apprehension and a declining economy. The benefits and cost savings of RFID seem real and significant but the technology must reach critical mass of adopters or the benefits may not fully materialize. For this to happen, costs of both readers and tags must come down (to be discussed shortly).

In addition to this, we would expect supermarket customers would need to actively push for the technology to be introduced to replace barcodes which has not happened in Australia. Supermarket shoppers in Australia evidently do not yet feel the ‘need’ for faster check-out experiences. Rogers (1995, p.164) defines a ‘need’ as ‘a state of dissatisfaction or frustration that occurs when one’s desires outweigh one’s actualities’. He notes that often a perceived need must precede adoption of an innovation, although, at times, an innovation is adopted without the prior perceived need. The need for RFID in the healthcare industry has been noted but not adopted on a large scale as at 2004.

Today, RFID in the healthcare sector could significantly impact patient safety by decreasing medication errors and increasing efficiencies in locating hospital assets. Citing medication errors as a US$3.5 billion annual problem in the U.S.A., Young (2008) suggests that there is a need for uniform global healthcare standards.

In response to the 3rd question ‘What is the RFID network size?’ there is marked disagreement across respondents. Some respondents, i.e. (A), (C), (D) and (E), claim that the RFID network size is ‘big’. For example, (E) states that ‘[i]t will have a big value. It will stop fraud and authenticate drugs, perfume and electronic goods’. (A) mentions the widespread use of RFID in animal tracking and the transport industry, while (E) refers to ‘animal tracking and security applications’ creating demand for RFID. Confirming his view that the industry will be ‘big’, (D) notes that ‘[i]t will require updating systems, and purchases of reader and writers. Microsoft involvement in new software will bring changes across the industry’. However, by contrast, (B) summarizes the industry as still being ‘small, in its infancy, mainly propriety installations and pilot tests’. We conclude that, whilst the network size is potentially huge globally, in terms of actual realization the industry in Australia remains in its infancy at least in mainstream non-niche applications that involve the end-consumer. This is a reasonable conclusion given that neither Woolworths nor Coles (Australia’s groceries duopoly) at the date of writing have actually implemented RFID systems (Mills, 2005; Walters, 2005).

A Woolworths’ spokesperson has said that RFID adoption is not an immediate priority and that other project with ‘more certain’ patterns of perceived benefits will be pursued more
vigorously than RFID adoption (Mills, 2005; Walters, 2005). A study of Woolworths’ and Coles 2006, 2007, and 2008 annual reports by the second-mentioned author (Coles is part of the Wesfarmers Limited group of companies for the 2008 and following financial years) reveals no further mention of RFID or RFID trials in these reports. Woolworths’ Managing Director, Michael Luscombe, claims that, even without RFID adoption, ‘[b]y lowering our costs of doing business, we have created a world-class model of efficiency and logistical expertise’ (Managing Director’s Report, Woolworths Limited, 2008 Annual Report, p.6). Woolworths, the 25th largest retailer in the world according to the corporation, does seem profitable and efficient enough without RFID. The second-mentioned author has computed Return on Equity (ROE), Return on Assets (ROA), and Inventory Turnover Days of 28.11%, 10.98%, and 29.76 days, respectively, for Woolworths based on publicly available consolidated accounting data taken from the independently audited Woolworths Limited 2008 Annual Report. For its part, Coles has undertaken RFID pilot tests but has generally viewed the technology as too expensive when compared to barcodes (Walters, 2005).

However, according to Swedberg (2010), this year (2010) seems to indicate a psychological change in the market. Five years ago (2005), people came to integrators and vendors skeptical that RFID could solve their problems. Now, there is confidence in the technology, so end users want to discuss things like software integration (Swedberg, 2010).

In response to the 4th question ‘Do you think there is a demand for RFID Technology?’ there is again marked diversity in the responses. Each commentator focuses on different perceived benefits and user groups. (A) provides the most detailed and quantified response as follows: ‘By 2012 bar codes and RFID tags will equal each other in usage. The conversion from legacy systems on a grand scale will happen. By 2020, 20% of the supply chain will be used by bar codes, which becomes a niche market’. In terms of willingness to offer detailed projections of future developments, (A)’s response takes on Marxian proportions. His key dates for Australia are: 2012 (equal usage barcodes and RFID tags) and 2020 (barcodes a niche market; 20% barcodes; 80% RFID tags). While the projections are expressed in precise terms they indicate that market dominance for RFID tags (over 50% adoption rate) is still some years away. His predictions are simply that, predictions. Even the great philosopher Karl Marx, correct about so many things, was hopelessly wrong in his prediction of the worldwide triumph of communism. Future rates of adoption of RFID technology may surpass or underperform predictions. Rogers (1995) points out how new technologies often differ significantly in terms of the time it takes for the adoption rate to reach 100%. For example, in the education sphere in the USA, it took 50 years for kindergartens to be fully adopted, as opposed to 18 years for driver training, and only 5 years for modern math (Rogers, 1995, p.64). (D) is also optimistic, noting that ‘[t]he demand will depend upon the government, added security, fraud, and line of sight for identifying products. Also consumers are pushing the demand for cheaper and time saving retail experiences’. (C) is more circumspect, noting that whilst there is ‘demand for information’, ‘[t]he process is not in place with RFID tags’. He attempts to temper excessive enthusiasm by drawing upon history to note (correctly) that ‘[i]t took 20 years for bar codes to be accepted’. (B) also urges restraint and a wait-and-see approach: ‘Only in niche industries at the moment [is there demand]; demand in retail will be led by large organizations such as Walmart, CML [Coles-Myer Limited, now Coles] here in Australia’. Critical mass has most definitely not been reached in Australia outside niche applications. These are usually in settings not involving direct dealings with end-consumers.
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There still is a demand for RFID technology, as compared to six years ago, from the early adopters like Walmart and the U.S. Department of Defense which made their first RFID announcements in 2003. Growth in demand for RFID tags has been driven in part by Walmart’s apparel tagging initiative. This has driven expected RFID tag growth rate for the industry. RFID tag demand growth exceeded manufacturer expectations in other sectors including: transport, storage, logistics, electronic payment, tracking medical devices, food safety systems, and asset management. Around the world there are several important examples of the growth in demand. For example, India’s demand for RFID is apparent with expected 600 million unique ID cards, 50 million e-passports, 100 million health cards, 50 million transport and ticketing cards and 50 million banking cards likely to be issued over the next seven years (Reinhardt, 2010).

In response to the 5th question ‘Is the market structure established for RFID?’ there is also a diversity of responses. Both (D) and (E) refer to structure established with respect to specific applications. (D) notes ‘a structure [exists] for example [in] the government control of animal tracking’, whilst (E) refers to the auto-parts industry where ‘40 million RFID [tags] are used in the [Australian] auto industry each year’. (A)’s measured response notes the privacy concerns that consumer groups have expressed regarding RFID: ‘The market has been established but the privacy issue has given RFID a bad start. There seems to be some confusion in consumer perceptions’. End-consumers do not seem unduly concerned about privacy issues regarding RFID usage in auto-parts most likely because the end product is not a standard retail shopping-mall item and people rarely feel any psychological or emotional closeness to purchased auto-parts.

In response to the 6th question ‘Have other users in the industry caused interest in RFID?’ most respondents refer to Walmart mandating RFID use for their Top 100 suppliers since January 2005 (Business Week Online, 2004a, 2004b; Kaiser, 2004; Lundquist, 2003; Turban et al., 2006, p.77; Walters, 2005). Other major users globally are Gillette and the U.S.A. Department of Defense (Turban et al., 2006, p.410) although Gillette is yet to mandate its use for suppliers. (C) refers to the ‘Brazilian government use of RFID tags to track animals’. (A) notes that ‘…since 1995 I have been influenced by when Australia Post became interested in tracking mail’. More generally (B) comments that ‘[c]ertainly Walmart’s drive has created interest in the retail sector’, whilst (D) is cynical and wary: ‘Initially [users] got fired up but [before long they] did not care’. In Rogers’ terminology, Walmart, Gillette, and the U.S.A. Department of Defense can be classified as innovators or as early adopters. Mr Con Colovos, CIO of the Australian early adopter Moraitas Fresh (a supplier of tomatoes to the major supermarkets), has stated that the Walmart mandate means that widespread adoption of RFID in Australia is now ‘inevitable’ (Walters, 2005). Innovators and early adopters do tend to be much more upbeat than others about the prospects of rapid diffusion of an innovation. We should note that Walmart giving its suppliers no choice in the adoption decision means that adoption by its suppliers is an ‘authority innovation-decision’ (Rogers, 1995, p.29).

Therefore, it is different from the classic innovation problems such as hybrid wheat adoption by Iowa farmers as studied by Ryan and Gross (1943). RFID adoption in Australia is unlikely to follow the ‘mandate model’.

Of key significance is the demand for RFID tags in retail, which demands 300 million RFID labels in 2010. Tickets used for transit demands 380 million tags in 2010 and tagging of animals (such as pigs, sheep and pets) amounts to 178 million tags being used for this sector in 2010. This is happening in regions such as China and Australasia. In total, 2.31 billion tags will be sold in 2010 versus 1.98 billion in 2009 (IDTechEx Ltd, 2010).
In response to the 7th question ‘How and who will manage the information of RFID Technology?’ and the 8th question ‘What goods and information will be exchanged in the RFID tag?’ the respondents note that ownership of information should not be exclusive to any one industry or organization. All managers of Information Technology will own the content for each good. The commercial literature explains that an Object Name Service (ONS), such as UPC (companies will need to maintain ONS servers locally), will store information for quick retrieval. The ONS will keep track of data for every EPC-labeled object (Shankland, 2002). As (C) explains: ‘IT managers within the company will manage the information for goods entering the company; same as barcode item numbering systems. Proprietorship of information on the tag will be allowed by the manufacturer, e.g. authentication of a refrigerator for the disposal of product’. (D) points out that ‘[t]he retail industry will not be able to write tags’. (E) stresses that databases do exist for some niche application areas such as ‘NLIS [the government-mandated National Livestock Identification Scheme for Australian cattle] and the Automotive Industry database’. (E) goes on to add that: ‘RFID will provide for the maintenance history of machinery to be recorded on the tag for the [benefit of the] services industry’. Barcodes do not and cannot include such detailed information.

The respondents note that the information on the tag will specify the manufacturer, factory program, maintenance for service, and personal information of the product. This view is similar to viewpoints expressed in the commercial literature which state that the RFID tags will let you trace a particular unit of product through its life-cycle. However, it is not true that an item can be traced to a particular person. Current applications in the U.S.A. allow consumers to choose to ‘kill’ (de-activate) the tag after they exit the check-out. The data will have business intelligence, such as inventory reduction and total asset visibility (Rossi, Sommerville, and Brown, 2003). This raises the related issues of data integrity and privacy (to be discussed shortly), two potentially important ‘consequences of innovation’.

Another important issue is that the speeds of the networks for retrieving tag identifiers have not been tested for large volumes. Interestingly, none of our research study respondents discussed this concern in their responses. Overall, the commercial literature has emphasized this concern, and has ‘hyped’ both the privacy issue and the large volume of retail tag usage issue.

Proper RFID governance is necessary if RFID is to become like the new wave of development of the Internet. Eventually, billions of smart devices will be interconnected into a global network communication infrastructure and managing this information has not been evaluated.

In response to the 9th question, ‘What price do you expect RFID tags to cost in the coming years?’ all five respondents note that the tag price will go down from dollars to cents in the next few years. For example, (D) notes that the retail tag price now (i.e. second half 2004) is A$1 (US$0.82 at 10 April 2007 exchange rate) landed, and could go down to A$0.40 (US$0.33). As (A) explains, the ‘[p]rice of tags will go down due to economies of scale. Tag prices will definitely go down to a few cents US when RFID equals bar codes share’. All respondents note that packing will be the costly item. The commercial literature states that tag costs in volume now (2004) ‘could be in the range of (US) 18 to 35 cents each’. However, these costs depend on the type of product the tag is applied to and the kind of adhesive used to secure it to a package (Brewin, 2004).
Market research firm IDTechEx predicts that in 2019, the average price of an item level tag will be 1 cent, but chipless versions will cost less than that and especially when printed directly onto packaging (IDTechEx 2011). Despite the push from large retailers, analysts have predicted the demand for tags growing at double digit rates and 5¢ tags to come in the near future. Frost and Sullivan (2011) found that the total RFID market earned revenues of US$600-$800 million in 2009 and estimates this to be over US$2.0 billion by 2016, growing at a compound annual growth rate (CAGR) of 17.7 percent (Frost and Sullivan, 2011).

We conclude that the respondents perceive the tag pricing similarly to the commercial literature. Tag prices must come down for their usage to be more widespread which creates something of the ‘chicken and egg’ scenario that diffusion scholars are well aware of. Critical mass must be reached but this is by no means assured. Many people will adopt if costs come down but costs only come down as more people adopt.

In regards the crucial 11th question (we skip responses to Questions 10 and 12-14 for space reasons), ‘Are you concerned with the privacy issues posed by RFID technology?’ all integrators unanimously respond that they are ‘not concerned’ [(D) and (E)] and that there is ‘no problem’ (C). (A) offers the most detailed reply. As he explains: ‘There has been bad publicity of RFID when it comes to privacy. As business integrators its does not matter, as all technologies have some negatives. Privacy will not pose an issue because consumers will be educated on the plan and usage of the product’. (C) is more specific in directly attempting to address consumers’ known concerns as follows: ‘Items do not get attached to the person so the retailer does not know who purchased the item’. In other words, the tags allow a product to be traced through its life cycle. However, the tag is not ‘connected’ to the buyer in any way that does not already occur under the barcode system.

Commercial articles (see, for example, Ferguson, 2002; Wired, 2004) have emphasized that there is a perception among privacy groups that RFID is a real threat to consumer privacy. For example, the mid-2000s announcement by Benetton of its planned adoption of RFID led to an immediate call by the U.S.A.-based Consumers against Super-market Privacy Invasion and Numbering (CASPIN) organization for a worldwide boycott of Benetton stores. The impact of this boycott caused the implementation of low-cost RFID systems in the retail market to be re-considered by some within the sector. We feel that this outlook is based upon two misconceptions: (a) that the tags contain personal information about the consumer (they do not), and (b) that tags can be read by a nearby reader after the consumer has taken the product back to home or office.

Recent articles suggest that privacy concerns were not high on the list for 2011. A few years ago retailers moved away from any mention of RFID because they feared adverse reactions from customers (Pleshek, 2011).

5. Summary and conclusions

We conclude that, despite the great potential of RFID, it is not as widely implemented as many would have predicted based upon the commercial literature around the year 2004. RFID has experienced many various roadblocks that have stunted the growth of the industry. Our interview-based research study, results for which have been discussed in this chapter, shows that integrators’ perceptions can affect the adoption process. Integrator perceptions can act upon present expectations of RFID technology. Importantly, the interviewed industry integrators in 2004-2006 were generally more circumspect and realistic than the commercial literature of 2004 about the future prospects of RFID. In 2004-2006 they
did not perceive that the consumer privacy concerns were insurmountable as oftentimes concerns have been based upon two misconceptions: (a) that the tags contain personal information about the consumer (they do not), and (b) that tags can be read by a nearby reader after the consumer has taken the product back to home or office (they cannot be).

Also, to take further note, as at March 2011, the widespread adoption of RFID has been slow and one important reason for this delay has been the lack of uniform standards for network and data management. Cost and quality concerns have fractured the enthusiasm for RFID and reported high failure rates also exerted a dampening effect. In 2004 the suppliers had to absorb the cost of becoming RFID-compliant so the cost of doing business was risky. Despite this, the RFID hype in the commercial literature of 2004 has today become more realistic as the convergence of three technologies - Wireless Networks, RFID and Global Positioning Systems (GPS) – has occurred. The reality today, seven years on, is beginning to approach the wildly optimistic RFID growth forecasts in the 2004 commercial literature. Although practical problems still abound in this industry, the immediate future for consumer goods remains fit for speculation. There are benefits associated with global traceability to manufacturers.

6. References


Radio Frequency Identification (RFID), a method of remotely storing and receiving data using devices called RFID tags, brings many real business benefits to today’s organizations. Over the years, RFID research has resulted in many concrete achievements and also contributed to the creation of communities that bring scientists and engineers together with users. This book includes valuable research studies of the experienced scientists in the field of RFID, including most recent developments. The book offers new insights, solutions and ideas for the design of efficient RFID architectures and applications. While not pretending to be comprehensive, its wide coverage may be appropriate not only for RFID novices, but also for engineers, researchers, industry personnel, and all possible candidates to produce new and valuable results in RFID domain.
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